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PCI DSS
Achieving compliance, achieving
certification and maintaining it

An analytical approach and long-term support to meet the following challenges:

QSA Company since 2010, Almond offers an educational,
effective and sustainable PCI DSS approach.

Is it appropriate to launch a PCI DSS project? With what strategy?

How to define your scope in an optimal way?

How to build and manage your compliance with the requirements expected by the QSA?

How to facilitate the maintenance of your compliance level over time?

O U R  O F F E R

Initial diagnosis : audit 
of bank card processes, 
analysis of contracts...
Opportunity studies, 
definition of compliance 
strategies and roadmaps.
Exchanges with your 
principals.
Assistance with your 
calls for tender: redesign 
of electronic payment 
systems, acceptance and/or 
acquisition.

PCI DSS training for your 
teams.
Support for certification: 
scoping, gap analysis, 
follow-up of remediation 
«by evidence», derogation 
files, blank audit.
Self-assessment 
support: end-to-end 
assistance on your SAQ A, 
P2PE, B-IP, D project…

Certification audits for 
merchants retail, luxury, 
transport & highways, 
hospitality, e-commerce...
Certification audits 
for service providers:  
hosting companies, 
contact centers, payment 
providers, software 
editors…

STRATEGY COMPLIANCE CERTIFICATION

T H E  B E N E F I T S

Turn PCI DSS compliance 
into a lever for improving 
your IS.

Achieving compliance 
objectives on times.

Optimize your 
BUILD/RUN costs.

O U R  V A L U E  P R O P O S I T I O N

Pedagogy and 
awareness.

Efficiency and 
pragmatism. Trusted partnership.

Compliance 
management: improving 
your governance and 
security processes (beyond 
PCI DSS), compliance      
pre-assesment on your 
critical evidence.
Change management 
support: reorganization, 
electronic banking redesign, 
Got-To-Cloud...

MAINTENANCE


